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Abstract of the contribution: This contribution proposes some updates on solution 5.4. The figure is redrawn and the second tunnel establishment procedure is corrected. An offloading marking is proposed to be used in routing rules. Two FFSs are removed. 
1.	Discussion
In the solution 5.4 the two figures are redrawn for better understanding. 
The secondary tunnel establishment procedure is corrected because the CN-CP should send Create Session Setup to CN-UP2 before it sends Tunnel Setup Request to RAN.
APN-AMBR is proposed to be enforced in the CN-UPs, so the FFS is removed.
In order to handle the traffic which is not first routed to central anchor, it is proposed that RAN may provide assistant information such as the CN-UP2 address if the CN-UP2 is collocated with the RAN, to the CN-CP and the CN-CP can decide whether to establish the secondary tunnel to CN-UP2. The corresponding FFS is removed.
On the routing rule in RAN, it is proposed to use a routing marking in the encapsulation header of the packet to identify which tunnel should be used. This can simplify the RAN handling, i.e. no need to handle TFT filters in the RAN.

2	Proposal
It is proposed to agree the following text in the TR23.799.

/******************** Start of Changes ***************/
[bookmark: _Toc456901576][bookmark: _Toc456903326][bookmark: _Toc456903903][bookmark: _Toc458112659]6.5.4	Solution 5.4: Multiple Tunnel based traffic offload
[bookmark: _Toc456901577][bookmark: _Toc456903327][bookmark: _Toc456903904][bookmark: _Toc458112660]6.5.4.1	Architecture Description
The solution proposed in this section is based on the architecture diagram in Annex G. The main concept is to offload traffic to an operator’s local network based on the creation of secondary tunnel that is anchored at the UP close to the local network. The UE is provided with a UL TFT of the traffic to be offloaded onto the secondary tunnel. The UE then puts this traffic on the newly created secondary tunnel. The solution is depicted at a high level in the figure below.
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Figure 6.5.4.1-1: Tunnel based traffic offload 
In this solution, before path optimization both the flows are in the primary tunnel. An IP address is allocated to the UE. Based on information from the user plane anchor about the destination IP addresses used by the UE, the CP may initiates the creation of a secondary tunnel which will be offloaded at a new user-plane node UP-32. The RAN node is AS is also provided with rules  to route the secondary tunnel to UP-32. The UE uses the UL TFT to put packets into the secondary tunnel. This carries the traffic to and from the local network. This traffic is served in the local network itself, i.e. does not leave the operator’s local network. The user-plane node 3 2 performs charging, LI and session bitrate enforcement for locally offloaded traffic. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK5]Editor’s note: How this solution works for traffic which is not first routed to central anchor is FFS.
Editor’s note: How APN AMBR is enforced is FFS.
Any user traffic not directed to the local network (eg. DNS lookups) are carried on the primary tunnel, e.g. due to matching the *.* filter.
This solution only works for “deducible” IP flows, i.e when a valid TFT can be created and provided to UE to offload the UE’s traffic.
Packets may be re-ordered during the path switch of flows between the primary tunnel and secondary tunnel.
[bookmark: _Toc456901578][bookmark: _Toc456903328][bookmark: _Toc456903905][bookmark: _Toc458112661]6.5.4.2	Function description
The high-level flow for this solution is provided in the figure below.
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Figure 6.5.4.2-1: User-plane path reselection based on multiple tunnels.
1.	The UE sends a PDU Session Establishment Request (Data Network Name (DNN)) message to CN-CP. 
 2.	The CN-CP selects CN-U Anchor-1, based on information e.g. DNN, subscription information of the UE, current mobility information of the UE (if available).
 3.	The CN-CP provides forwarding rules to CN-U Anchor 1. The CN-CP subscribes to specific UE traffic events such as access to specific applications/servers, summaries of destination IP address, etc.
 4.	The CN-CP sends a PDU Session Establishment Accept message to the UE. 
 5.	The UL and DL IP Traffic of the UE are via primary tunnel to CN-U Anchor 1. 
 6.	The CN-U Anchor 1 may provides periodic/event-based information about the UE’s traffic to CN-CP. This information can include for example, information about destinations/servers that the UE is accessing. The signalling traffic between CN-U and CN-CP can be limited by tailoring the event-based notification to be specific to IP addresses of servers in the operator’s local network (e.g. for CDNs, DNS response for content hosted in operator’s local network)
7. 	Based on the IP traffic information provided from the CN-U, e.g., UE is accessing content hosted closer to another anchor, and other information such as mobility pattern information of the UE, the CN-CP decides that a new tunnel should be created for the UE. Also that this tunnel should be anchored at CN-U Anchor 2.  
8.	If the CN-U Anchor 2 is already in the path of the primary tunnel of the UE, the CN-CP sends a Create session request (Offload flag, DL TFT). The Offload flag is an indication to the CN-U that the tunnel should be offloaded locally. Additional information for charging may also be included. The DL TFT indicates what DL traffic should be included on that tunnel. If the CN-U Anchor 2 is not in the path of the primary tunnel, the message sent by the CN-CP is Create Session Request (IMSI, Offload flag, DL TFT) instead.
9.	The CN-U anchor 2 confirms the setup of the tunnel, including a tunnel information. 

710.	The CN-CP triggers the creation of a new tunnel by sending a Session Management Request (UL TFT) to the UE and tunnel setup request(CN-UP anchor 2 tunnel information) to the RAN. The UL traffic flow template (TFT) is associated with the new secondary tunnel and is an IP filter used by the UE to put UL traffic destined to the local network on the new secondary tunnel.
 811.	The AN performs RRC Reconfiguration with the UE to setup a new radio tunnel.
 912.	The AN sends a Tunnel Setup Response (Second tunnel information)message to the CN-CP.
 1013.The UE confirms the setup of the secondary tunnel by sending a session management response to the network.
 1114.The AN forwards the session management response message to the CN-CP.
15.	The CN-CP sends modify session request message to CN-UP2, including the second tunnel information of eNodeB.

 13.The CN-CP selects CN-U Anchor 2, based on information stored in Step 8. If the CN-U Anchor 2 is already in the path of the primary tunnel of the UE, the CN-CP sends a Create tunnel request (Offload flag, DL TFT). The Offload flag is an indication to the CN-U that the tunnel should be offloaded locally. Additional information for charging may also be included. The DL TFT indicates what DL traffic should be included on that tunnel. If the CN-U Anchor 2 is not in the path of the primary tunnel, the message sent by the CN-CP is Create Session Request (IMSI, Offload flag, DL TFT) instead.
	The local server also now provides downlink traffic to the CN-U Anchor 2via NAT collocated with CN-U Anchor 2 or a tunnel between local server and CN-U Anchor 2.
16. The CN-UP2 responses the modify session response message to CN-CP.

14. The CN-U anchor 2 confirms the setup of the tunnel. 
1517.	The UL and DL IP Traffic of the UE destined to the local network is sent in the secondary tunnel via CN-U Anchor 2.

[bookmark: _Toc456901579][bookmark: _Toc456903329][bookmark: _Toc456903906][bookmark: _Toc458112662]6.5.4.3	Solution Evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.


/******************** End of Changes ***************/
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